
Master Security Specialization
Audit Scheduling and Process
Partner Application Enrollment Process (Version 2.0)

2. Partner accesses the 

Certification and 

Specialization Application 

(CSApp) website.

3. Partner completes online 

application and agrees to the 

program terms and conditions.

4. MSEC Partner must have Advanced 

Security Architecture Specialization 

as a prerequisite.
5. Additionally 1 CCIE-Security, One CCNP-Security, 1 PMP, 

and 1 Fire Jumper must be on staff.

6. Partner must complete documentation for  Master Security 

Proof Of Value (POV.) Partner fills out the document & uploads –

if signed by Cisco or Cisco SE uploads into CSApp.

7. Auditing firm contacts partner and account team to 

schedule audit.

8. Onsite audit occurs. (Partner provides 

proof of 3 completed POVs.)

9. Partner completes 5 customer reference 

checklist for 5 customers with deployment 

summaries as well as proof of competency

in 3 of 6 Practice Areas.

10. Cisco SE reviews these deployment 

summaries and uploads them into CSApp –

in lieu of signature.

11. Partner completes and submits the 

‘specialization application.’

12. After action items addressed 

(if applicable) Certification 

Program Manager sends 

approval notification to partner.

Assess

Apply

Audit

Approve

1. Partner to work with account 

team to determine if MSSEC 

fits their business model.
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